![](data:image/png;base64,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)

Internal and Confidential

Cryptography Standards Policy

v2.3

Table of Contents

[Cryptography Standards Policy 0](https://netorg726775.sharepoint.com/sites/InfoSecDocumentGovernanceRepository/Shared%20Documents/ISMS_ISO27001_2022/ISMS_Engineering/Cryptography%20Standards%20Policy.dotx#_Toc140052917)

[Document Control 1](#_Toc140052918)

[1 Purpose 3](#_Toc140052919)

[2 Scope 3](#_Toc140052920)

[3 Roles and Responsibilities 3](#_Toc140052921)

[4 Procedure 3](#_Toc140052922)

[4.1 Main policy rules 3](#_Toc140052923)

[4.2 Key management 5](#_Toc140052924)

[4.3 Types of encryptions 5](#_Toc140052925)

[4.4 Protection in transit and at rest 6](#_Toc140052926)

[4.5 Selecting strong cryptographic algorithms 6](#_Toc140052927)

[4.6 Known weak algorithms 7](#_Toc140052928)

[5 Conduct 8](#_Toc140052929)

[6 Exception 8](#_Toc140052930)

[7 Terms/Acronyms 8](#_Toc140052931)

[8 References 8](#_Toc140052932)

[9 Appendix A: Document RACI Matrix 8](#_Toc140052933)

### Document Control

|  |  |
| --- | --- |
| **Document ID** | NDCSP2021002 |
| **Document Name** | Netradyne Cryptography Standards Policy |
| **Document Status** | Released |
| **Document Released Date** | 23-JUN-2021 |
| **Document Author** | Gaurav Agarwal |
| **Document Content Contributors** | NA |
| **Document Signatory** | Vinay Rai |
| **Document Owner** | Vinay Rai |
| **Document Version** | v2.3 |
| **Information Classification** | Internal |

**Document Edit History**

|  |  |  |  |
| --- | --- | --- | --- |
| **Version** | **Date** | **Additions/Modifications** | **Prepared/Revised By** |
| v1.0 | 23-JUN-2021 | Original Document | Gaurav Agarwal |
| v2.0 | 16-JUN-2022 | Added:   1. Key rotation requirement 2. AES-256 is recommended for symmetric encryption | Gaurav Agarwal |
| v2.1 | 16-MAR-2023 | Aligned with standard template | Tellakula Hemchand |
| V2.2 | 16-FEB-2024 | Reviewed with no changes | Gaurav Agarwal |
| V2.3 | 30-JAN-2025 | Annual review | Gaurav Agarwal |

**Document Review/Approval**

|  |  |  |  |
| --- | --- | --- | --- |
| **Date** | **Signatory Name** | **Organization/Signatory Title** | **Comments** |
| 23-JUN-2021 | Vinay Rai | Senior Vice President | Approved |
| 23-JUN-2022 | Vinay Rai | Senior Vice President | Approved |
| 16-MAR-2023 | Vinay Rai | Senior Vice President | Approved |
| 20-FEB-2024 | Vinay Rai | Senior Vice President | Approved |
| 31-JAN-2025 | Vinay Rai | Senior Vice President | Approved |

**Distribution of Final Document**

|  |  |
| --- | --- |
| **Name** | **Organization/Title** |
| Netradyne Cryptography Standards Policy | All Stakeholders |
|  |  |
|  |  |

# Purpose

The purpose of a cryptographic standard policy is to establish guidelines and requirements for the appropriate and secure use of cryptographic algorithms and protocols, ensuring the protection of sensitive data and maintaining compliance with industry standards and best practices.

# Scope

The scope of a cryptographic standard policy encompasses the organization-wide implementation and adherence to approved cryptographic algorithms, key management practices, and secure communication protocols to safeguard sensitive data, protect against unauthorized access, and ensure compliance with relevant regulatory requirements and industry standards.

# Roles and Responsibilities

Roles and responsibilities specific to this document are included below:

|  |  |
| --- | --- |
| **Role** | **Responsibilities** |
| Owner | * Team or SME responsible for the process area needs to ensure this document is up to date and compliant with governing requirements. * Is the point of contact for the document. * Responsible for initiating and managing document review and the approval process from start to finish including gathering or delegating the collection of content including diagrams, formatting etc. as well as identifying stakeholders to participate in the peer review process. |
| Reviewers/Stakeholders | Representations from teams that can affect or be affected by the document under review (e.g., Operation, Security, Compliance, Quality) |
| Approvers | The Person(s) of authority to validate the document and sign-off on the latest version. Such Person include Document owner, Functional Team Lead, Security Lead, Product Delivery Lead. |
| Document Release | Document Owner/team to work with repository administrator to make release version available. |

# Procedure

Main policy rules

This policy consists of the following general rules. You must follow these rules to avoid the risks of not using cryptography where it is needed and the risk of using cryptography incorrectly.

* Consider the use of encryption whenever the confidentiality of an asset is important. Cryptography can be used when sending data and when storing data, both can be relevant.
* Confidential and privacy sensitive information that need to be shared, must be protected via encryption. The password must be share through an alternative trusted channel such as official email or messaging app.
* Devices such as laptops and mobile phones must be protected with a password. Data encryption must be enabled where available.
* When considering encryption, consider the use of digital signatures or hash functions as well. Encryption only helps with confidentiality. In most cases where confidentiality is important, integrity is also important and digital signatures and hash functions are important tools to ensure integrity.
* Make sure that you only use strong cryptographic algorithms. The difference between weak and strong algorithms is explained further on in this document.
* Only use algorithms that have been published and have been scrutinized by researchers. Never invent your own algorithms or use non-public algorithms.
* Make sure that you understand the risks of short key lengths and set minimum key lengths for algorithms that let you choose the key size.
* Make sure that key management is in place. You need to make sure keys are generated securely, stored in a secure way, and destroyed when no longer needed. Also make sure that multiple people have access to keys to avoid loss of keys when people leave the organisation.
* Symmetric algorithm keys and private keys are like passwords. For instance, these keys should never be re-used and should also be changed at least yearly. Public keys are typically not confidential and can be changed less frequently.
* Make sure that all keys are randomly generated using a secure random number generator. You cannot use common words as keys. Keys should also never be stored in source code.
* When you are adding or changing features that rely on cryptography during software development, a second developer must review the source code and check against the rules in this policy. Note that you should never design your own algorithms (see note below), this policy is intended for cases where you invoke an existing algorithm for a specific purpose.
* When deciding to use certain products with cryptographic features (e.g., encryption software), you must check that the product uses a strong cryptographic algorithm, and you must do a google search to check if this product has known weaknesses.
* Note that exporting cryptography to certain countries is illegal because encryption technology has historically been classified as military technology. Most of these restrictions have been lifted, especially for common cryptography in products available to consumers. Check relevant cryptography export rules before travelling with devices containing cryptography or before exporting software containing cryptography.

These are all the main rules. Below we have given some additional, often technical details. Everyone involved in the information security team or in secure software development must be aware of these main rules. The details need to be understood by IT staff involved in the application of cryptography.

Key management

Using encryption is like putting a lock on a room. Instead of having to guard the room, you only must guard a key to prevent other people accessing your data. When using encryption, protecting the digital keys is therefore very important.

The first aspect of key management is generating the keys. Any key you use should not be predictable. One can typically use a computer program for generating keys if this program has been designed for generating hard to predict keys. E.g. the programming language Java has a [strong random number generator](https://docs.oracle.com/javase/7/docs/api/java/security/SecureRandom.html)that can be used for generating keys, but it also has a [faster but insecure random function](https://docs.oracle.com/javase/7/docs/api/java/util/Random.html)that should not be used.

Another important aspect is secure storage of keys. One must store keys in such a way that access is restricted. It is not acceptable to store keys in a public place in a company, or to place keys in source code that is accessible to all developers. Key rotation should be used to reduce attack surface.

Types of encryptions

There are different types of cryptography that can be used for different purposes. Before using cryptography, it is important to understand all these types and use the right type. which type should be applied depends on the properties you are interested in i.e., confidentiality, integrity, and availability.

The main types are:

* **Symmetric encryption**. A symmetric encryption algorithm uses a key (small string of data) to scramble a plaintext into a ciphertext. The ciphertext is not readable to anyone who does not have access to the key.
* **Asymmetric encryption** (also known as **public key encryption**). An asymmetric encryption algorithm uses a key pair consisting of a public key part and a private key part. The algorithm takes the public key part and a plaintext to create a ciphertext. The ciphertext is only comprehensible for parties those have the private key part.
* **Hash functions (also known as one-way functions)**: A hash function takes a large plaintext and computes a small hash or fingerprint. Anyone with the plaintext can compute the same fingerprint. If you do not have the plaintext, it is not possible to discover anything about the plaintext from the fingerprint.
* **Digital signatures**. Like asymmetric encryption, digital signature algorithms use a key pair consisting of a public key part and a private key part. The algorithm takes the private key part and a plaintext to create a digital signature file. Anyone with the public key and the plaintext can check the validity of the signature. It is not possible to create a valid signature without the private key part.

Encryption (symmetric and asymmetric) helps with confidentiality. Hash functions and digital signatures help with integrity. When both properties are important, a combination is often needed.

Protection in transit and at rest

When analysing whether data needs to be protected with cryptography, it is important to realize that data needs to be protected when in transit and when at rest. In transit means when data is transported from one location/system to another. For example, when it is sent over the Internet or over a network. At rest means when the data is stored for later use, for instance on a disk or in a database in the cloud. In both the situation, security is important. Whether encryption is needed should be decided based on the importance of the information and the risks for the type of storage or transit. Here are some guidelines:

* You should have an [information asset inventory](https://ictinstitute.nl/information-asset-inventory/) that should tell you whether information should be kept confidential. Use this register and your [risk management process](https://ictinstitute.nl/risk-management-method/) for any decisions.
* The Internet itself is an open network and any information that is sent over the internet must be protected. It is possible to encrypt all information at the network level (using SSL). You can also encrypt individual files.
* Encryption comes with a performance penalty and is often not used within systems where it is not needed. E.g., a database that resides on a local server and cannot be accessed from the outside does not have to be encrypted.
* Devices that can be lost or stolen (e.g., phones and laptops) are an important security risk. Encryption is highly recommended for such devices as an additional security measure.

Selecting strong cryptographic algorithms

When building your own software or when using a product that offers multiple algorithms, it is important to select a strong algorithm. Weak algorithms can help to makes sure that data cannot be read by casual users but does not provide real protection against determined hackers. We strongly recommend against the use of weak cryptography because it provides a false sense of security. If it is worth using cryptography, it is worth doing well.

Strong algorithms have been tested by cryptographic experts and are hard to break even for determined attackers. Below we have listed several strong algorithms that you should use. Note that you should refrain from creating your own algorithms or even write your own implementation of these algorithms, as this introduces additional risks. Please use a library that is well-tested.

Recommended strong algorithms:

* Symmetric encryption: [AES](https://en.wikipedia.org/wiki/Advanced_Encryption_Standard) (256 bit recommended)
* Asymmetric encryption: [RSA](https://en.wikipedia.org/wiki/RSA_(cryptosystem)) (2048 bit recommended, at least 1200 bits required). Also, suitable according to ENISA is [Elliptic Curve cryptography](https://en.wikipedia.org/wiki/Elliptic_curve_cryptography) with at least 256 bits key.
* Hash functions: [SHA2](https://en.wikipedia.org/wiki/SHA-2) (four sizes, 256 bits is recommended).
* Digital signatures: RSA (good 2048 bits, ok 1200 bits). Alternatives are DSA, [ECDSA](https://en.wikipedia.org/wiki/Elliptic_Curve_Digital_Signature_Algorithm).

Known weak algorithms.

The list of weak algorithms is almost endless. Here we list some known algorithms.

* DES. This is one of the oldest algorithms. It is well designed, but it has a key length of only 56 effective bits. This is no longer sufficient because computers have become much faster. You need at least 150 effective bits.
* TripleDes or 3DES. This algorithm applies DES three times with different keys to increase the effective key size. It is slow and the effective key size is only 128 bits, still less that the now recommended 150 bits.
* IDEA. This algorithm has been designed for optimal speed while still being probably secure. It can be the right choice if your hardware is limited.
* RC1, RC2, RC3, RC4. These are all algorithms designed by well-known cryptologist Ron Rivest. (RC stands for Ron’s code). RC5 and RC6 are strong algorithms, the other algorithms are interesting from a research viewpoint but not recommended for actual use.
* [Blowfish](ttps://en.wikipedia.org/wiki/Blowfish_(cipher)). This algorithm is designed by Bruce Schneier and is quite fast. It is however weak because it has a small block size. You should use twofish or AES instead.
* CAST or CAST-128. This algorithm also has a 64-bit block size, not enough for current standards. There is a better variant CAST-256.
* MD5. MD5 is a well-known hash function. It is well-designed but quite old and the fingerprint that it produces only contains 64 bits. This is not enough against modern computers. Collisions can be found with a birthday attack. MD5 can be used in non-cryptographic settings, e.g., as a quick check if files are different.
* SHA-1. This is a well-designed hash function with a 160 bits fingerprint. This is less than the now recommended 256 bits. The SHA2 algorithm with a 256 bits output is a better choice.

# Conduct

Compliance Checks to this process to be performed through various methods, including but not limited to reports, internal/external audits, Awareness training/assessments and feedback to the process owner. Non-compliance will be escalated to the Netradyne leadership team.

# Exception

Exception to this procedure must be approved through the Netradyne Exception Process.

# Terms/Acronyms

|  |  |
| --- | --- |
| **Term/Acronym** | **Definition** |
| AWS | Amazon Web Service |
| TEK | Tenant specific encryption key |
| IAM | Identity and Access Management |
| TLS | Transport Layer Security |
| KMS | Key Management Service |
|  |  |
|  |  |
|  |  |

# References

<https://docs.aws.amazon.com/kms/latest/developerguide/kms-security.html>
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